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2 December 2020 

 10:30 – 11:00 Opening University of Novi Sad, Faculty of 

Sciences (UNSPMF) and FORTH 

 11:00 – 12:00 What is CyberSecurity and Why Should 

Executives Care? Importance of continuous 

improvement of cybersecurity posture. 

(general, business case) 

Alex Paunic, CEO and Co-Founder at 

PreCog Security Inc. 

 12:00 – 12:45 Detection of iterative adversarial attacks 

via counter attack 

Matthias Rottmann, Postdoctoral 

researcher, Wuppertal University 

 13:00 – 13:30 How Digital Forensics can improve 

Cybersecurity 

Vassilis Prevelakis, Professor of 

Embedded Systems Security, TU 

Braunschweig - Director, AEGIS IT 

RESEARCH 

3 December 2020 

 10:30 – 11:30 An overview of Cybersane project Manos Athanatos, Technical Project 

Manager at ICS-FORTH 

 11:30 – 12:00 An overview of COLLABS project Srdjan Skrbic, Full prof. at UNSPMF 

Dimitris Alexopulos, ITML 

 12:00 – 12:30 UNSPMF: An overview of C4IIoT Srdjan Skrbic, Full prof. at UNSPMF 

4 December 2020 
 12:00 – 12:30 C4IIoT project demo Spyridon Vantolas, AEGIS 

Nikolaos Evangeliou, ITML 

 12:30 – 13:00 Securing Industrial IoT devices through 

hardware means: Hardware security Tokens 

in action 

Apostolos P. Fournaris, Principal 

Researcher (Research Associate 

Professor), Industrial Systems 

Institute/Research Center ATHENA, 

Greece. 

 13:00 – 14:00 Improving your cyber-security posture 

through deceit 

Xavier Bellekens, Lecturer, 

Chancellor's Fellow at University of 

Strathclyde 
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